
 
LA CISD Tech Day with CA 

~ Lunch and Learn ~ 
 

Agenda 
 

January 11, 2012 
11:30 – 1:30 

 
 Introductions 

 

 Overview of CA Security Portfolio  and the agency challenges 

CA believes an identity and access management system should help agencies answer the 

most important questions relating to their users: 

o Who has access to what? 
o What can they do with that access? 
o What can they do with the information they obtained? 
o And, what did they do? 

 

 Identity & Access Mgmt Technical Overview & Architecture: 

o CA Identity Management - provides automated identity management services for the 
creation, modification and eventual deletion of accounts and entitlements based on 
user relationships. Automating the process of on-boarding and off-boarding users and 
delegated user administration, user self-service and integrated workflows. 
 

o CA SiteMinder & Federation Manager - centralized access control system that enables 
user authentication and single sign-on, policy-based authorization, identity federation, 
and auditing of access to Web applications and portals.  
 

o CA Role & Compliance Mgmt - provides advanced pattern recognition technology to 
help organizations build the critical role foundation that enables efficient identity 
management.  RCM also automates the processes around certifying user entitlements to 
ensure appropriate user access.   
 

 Questions 

>>>>> Lunch will be provided.  >>>>> 

http://www.ca.com/us/default.aspx

