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PROBLEM PROBLEM PROBLEM PROBLEM

HA X HA HA X A A X A 1. Distance Limitations
2. Single-site Exposure
& 42 km . Fall-over IBM HP © 3, Proprietary strategies
HA HA
“High Availability

Business Continuance Global Information Access

CUSTOMER NEEDS:

Data Replication Security and Availability
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Solution

SOLUTION:

SOLUTION: SOLUTION: SOLUTION:

HA 1. Multisynchronization

HA | A technology
.f—f" | * IBM \.\ 2. Multi-site disbursement
A A ' HA

3. HW / 0S / Network
4900 km FAILSAFE WP |  agnostic

ZERONINES » Business Continuance + Global Information Access

PROVIDES: | > Data Replication  Security and Availability
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ZeroNines' patented architecture disaster
proofs software without modification.

Our software prevents losses associated with
downtime and disaster recovery. Our technology is
transaction based, providing the only continuity
solution for applications hosted in geographically
dispersed data centers.
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File System
Protocols

Server State Machine

Web Services
Application

Database
Protocols

Third Party
Protocols

Legacy
Applications

Gateway
Connectors

External
Applications
Gateways

Webadmin
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Adolph Coors i American Airlines - American Express 1 AmericaWest i Bank of America i Bank of Hawaii T Bay Networks - Bechtel i Blue Cross

_Audit, Security and DR planning (PwC)

_ Govt. system integration (Wang)

_ Network architecture and planning (AT&T)

~ NAS and SAN implementation (STK)

_ Server, Storage and Application (Hitachi)

SPPCOi State of Hawaii T Texas Instruments i TRW - Wal-Marti Wells Fargo
021S0D 1 )uegi)d - 09SID | gemyds sajrey) - dnolo jende) | salsnpuj uolbuling

CSC - DHL T EDS - Exxon - First Hawaiian Bank i Levi Strauss - Mastercard i Mirage Resorts i Nike i Novell i Pacific Bell i Sabre - Suntory
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The Power of Now®

FSXFOUNDRY
NETWORKS
The Power of Perormiante ™

EMC ' intg. HITACHI

DATA SYSTEMS


http://www.intel.com/index.htm?iid=HPAGE+header_intellogo&
http://welcome.hp.com/country/us/en/welcome.html
http://www.qlogic.com/
http://www.foundrynet.com/index.html
http://www.perotsystems.com/index.htm
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What Disaster?

Since 1953 Total Major Disaster Declarations average
31 per year. (FEMA 2005)

Since 1982 U.S. Hot Site recovery averaged 40 per year
primarily due to loss of power, followed by hardware
error and fires. (CPR Research 2005)

Financial institutions suffer an average of 1,180 hours of
downtime per year which costs them up to 16% of their
annual revenue. (  Infonetics Research 2005)
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salesforce.com

SF Earthquake
18 data centers go down 6M down for 19 hours msn“" — ‘ 2 RIM Blackberry outages
Chicago Flood . : :
33 data centers go down 2 outages in1 day al | .
LA Earthquake OAY World Net . | S Orce.com
27 data centers go down 1.6 M down for 8hrs PayPal, Comcast outage

I I | |
11989 ] 1990 1992] 199411996 | 1998 ] 2000 | 2003 | 2004 | 2005 | 2006 | 2007
| | |

< ) X Hurricane Season
NY Power Outage NY Bombing Hurricane Charlie

28 data centers go down 36 data centers go down Continental )

= Record 15 hurricanes
Hurricane Andrew I . ¥ A Alrnce W Southern California Blackout

39 data centers go down YAHOO,’ GOOgle

BankofAmeﬁca/,>/HiglmStandards 6 Outages in 6 months
The Great Blackout of 2003 2 RIM Blackberry outages

Go!ogle‘"
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HISTORICAL PRESIDENTIAL DISASTER DECLARATIONS
1,198 DECLARATIONS SINCE 1964
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www.mbakercorp.com
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"To successfully mitigate againsy disaster will require the combined talents and concerted efforts of all levels
= Bill Clinton, December 6, 1995

|
aof government, academia, professional and voluntary organizations, the corporate sector, and all Americans."
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Thi s 1 s everyo
_ATE&T
_ American Medical Response
_ Bank of America
_ Catholic Healthcare West
~ Cingular
_ CH2MHill
_ Charles Schwab
_ Fidelity
_ Pentagon
_ Stanford Hospital
_ State Department
~ SunGard
_ Sutter Healthcare
~Visa
~ Wells Fargo
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We asked 35 Fortune 500 CIOs (1997 ) e

1. Data accessibility

2. Security

3. Management

4. Application availability

5. Disaster recovery (reactive)
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Resources
Budget

Complacency

Knowledge Retention

Technology

The |1 st
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They Feel Current Generation Solutions

Does not meet todayods chal

_ Tape Backup and Recovery
_ Remote Vaulting

_ Fail over

_ Clustering

SANS
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Anatomy.of

Disaster Recovery _
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What are our exposures?

- =x| dyl

Hardware / Software System Failures
A Hardware & Software Component Failure
A Backup Systems Failures
A Communication Failures

Data Center Failures

A Loss of Data Center Resources ( E| ect ri cal |, Co mi

A Fire and/or Fire Retardant Systems

A ManMade( Acci dental , User Error s,
Regional

A Acts of Nature (l.e. Earthquakes, Floods, Fires)
A Loss of Resources (i.e. Electrical, Communications)
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Disaster Recovery Overview

Recovery happens AFTER a disaster
ARecovery is reactive to a disaster
ADowntime is incurred

AData protection at the last backup of image

Production System Re -instatement

APrimary System Recovery
_ Requires system downtime
_ Data migration/replication



