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Solution

ZeroNines Provides:

ÅBusiness continuance
ÅData replication
ÅGlobal information 

access
ÅInformation security 

and availability
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ZeroNines' patented architecture disaster 
proofs software without modification.

Our software prevents losses associated with 

downtime and disaster recovery. Our technology is 

transaction based, providing the only continuity 

solution for applications hosted in geographically 

dispersed data centers.

What We Do
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Patented Architecture
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CSC - DHL ïEDS  - Exxon - First Hawaiian Bank ïLevi Strauss - Mastercard ïMirage Resorts ïNike ïNovell ïPacific Bell ïSabre - Suntory
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Adolph Coors ïAmerican Airlines - American Express ïAmericaWest ïBank of America ïBank of Hawaii ïBay Networks - Bechtel ïBlue Cross

_Audit, Security and DR planning (PwC)

_Govt. system integration (Wang)

_Network architecture and planning (AT&T)

_NAS and SAN implementation (STK)

_Server, Storage and Application (Hitachi)

Domain Expertise
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Technical Advisory Board

http://www.intel.com/index.htm?iid=HPAGE+header_intellogo&
http://welcome.hp.com/country/us/en/welcome.html
http://www.qlogic.com/
http://www.foundrynet.com/index.html
http://www.perotsystems.com/index.htm
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What Disaster?

Since 1953 Total Major Disaster Declarations  average 
31 per year. (FEMA 2005)

Since 1982 U.S. Hot Site recovery averaged 40 per year 
primarily due to loss of power, followed by hardware 
error and fires. (CPR Research 2005)

Financial institutions suffer an average of 1,180 hours of 
downtime per year which costs them up to 16% of their 
annual revenue. ( Infonetics Research 2005)
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_AT&T

_American Medical Response

_Bank of America

_Catholic Healthcare West

_Cingular

_CH2MHill

_Charles Schwab

_Fidelity

_Pentagon

_Stanford Hospital

_State Department

_SunGard

_Sutter Healthcare

_Visa

_Wells Fargo

This is everyoneôs problem
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We ask ñWhat keeps you up at night?ò

We asked 35 Fortune 500 CIOs (1997 ) é

1. Data accessibility

2. Security

3. Management

4. Application availability

5. Disaster recovery (reactive)
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_ Resources

_ Budget

_ Complacency

_ Knowledge Retention

_ Technology

_ The list goes onéé

Their Challenges
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They Feel Current Generation Solutions

_ Tape Backup and Recovery

_ Remote Vaulting

_ Fail over

_ Clustering

_ SANs

Does not meet todayôs challengesé..



Anatomy of 

Disaster Recovery

ZeroNines Technology, Inc.

Information Security & Availability
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Hardware / Software System Failures

Å Hardware & Software Component Failure

Å Backup Systems Failures

Å Communication Failures

Data Center Failures

Å Loss of Data Center Resources (Electrical, Communicationsé)

Å Fire and/or Fire Retardant Systems

Å Man Made (Accidental, User Errors, Hackingé)

Regional

Å Acts of Nature (I.e. Earthquakes, Floods, Fires)

Å Loss of Resources (i.e. Electrical, Communications)

What are our exposures?
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Disaster Recovery Overview

_ Recovery happens AFTER a disaster
ÅRecovery is reactive to a disaster

ÅDowntime is incurred

ÅData protection at the last backup of image

_ Production System Re - instatement
ÅPrimary System Recovery

_ Requires system downtime

_ Data migration/replication


